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Software Availability Modeling for
Multi-Access System
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1 Introduction

We develop an availability assessment model for a
multi-access software system. We consider two types
of software failures. One is due to the inherent faults
remaining in the system and the other is due to the
concentration of transactions caused by the simulta-
neous accesses of plural users. The former software
failure-occurrence phenomenon is described by a de-
creasing hazard rate dependent on the number of cor-
rected faults, i.e., the software reliability growth pro-
cess is considered. The latter is described by one de-
pendent on the number of accesses or users. The time-
dependent behavior of the system alternating between
up and down states is described by a Markov pro-
cess {1]. Several software availability measures are de-
rived as the functions of the time and the numbers of
accesses or users and debugging activities [2].

2 Model description

We assume that the following two types of software
failures exist during the operation phase:

F1: software failures caused by the faults that could
not be detected/corrected during the testing
phase.

F2: software failures caused by the simultaneous ac-
cesses of plural users such as the concentration of
transactions.

The following assumptions are made for software avail-
ability modeling:

Al. The restoration action for F1 implies the de-
bugging activity and software reliability growth
occurs if a debugging activity is perfect. The
restoration action for F2 has no effect on software
reliability growth.

A2. The debugging activity for F1 is perfect with
probability a (0 < a < 1), on the other hand,
imperfect with probability b(= 1 — a). We call ¢
the perfect debugging rate. A perfect debugging
activity corrects and removes one fault from the
system.
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A3. When n faults have been corrected, the next oc-
currence time-interval and the restoration time
for F1 follow the exponential distributions with
means 1/, and 1/p,, respectively. X, and pp
are decreasing functions of n.

A4. The occurrence time-interval for F2 follows the
exponential distribution with mean 1/6,,, where
m > 0 denotes the expected number of accesses
or users. The restoration time for F2 follows the
exponential distribution with mean 1/n.

We introduce a stochastic process {X(t), t > 0}
representing the state of the system at time point ¢
whose state space is defined as follows:

W,,.: the system is operating,

Rl

1+ the system is inoperable due to F1 and restored,

R2: the system is inoperable due to F2 and restored,
wheren =0, 1, 2, ... denotes the cumulative number
of faults corrected during the operation phase.

It is often that the operational conditions not de-
scribed in the specifications occur during the operation
phase; for example, many transactions have rushed at
some time point or the loads iuto some specified sys-
tem resources have concentrated. For the above sit-
uation, it is fit to assume that such software failures
occeur randomly throughout the operation phase and
that their occurrence frequency increases as the users
of the system increase. Therefore, we can describe 6,
as

Gy =ca-m (m>0; a>0), (1)

where a is the hazard rate per user.
Figure 1 illustrates a sample state transition dia-
gram of X (¢).

3 Derivation of measures

The conditional state occupancy probability that
the system is in state W, at time point ¢ on the condi-
tion that the system was in state W; at time point zero,
provided there exist m users in the system, P . (t)
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Fig.1 A sample state transition diagram of X (t).

(i < n), is given by

P, w, (t) = Pr{X(t) = Wyo|X(0) = Wi}

g;,nnﬂ/(t)v (2)

where ¢ (t) is the probability density function asso-
ciated with the transition time from state W; to state
Wy, and g%’ (t) = dg[", (t)/dt.

Here we consider the relationship between the num-
ber of debugging activities and software availability
measurement. Let [ = 0, 1, 2, ... denote the num-
ber of debugging activities. Furthermore, we introduce
the binary indicator variable Iy, (t) taking the value
1 (0) if the system is operating (inoperable) at time
point t, given that it was in state W, at time point
t = 0, respectively. Then AT (t) = Pr{lw,(t) = 1}
(1 =0, 1, 2, ...) denotes the instantaneous software
availability when there exist m users in the system,
provided the system was in state W; at time point

=0, i.e.,
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(see Fig. 2). It is noted that the cumulative num-
ber of corrected faults at the completion of the [-th
debugging activity, C;, cannot explicitly be observed
since imperfect debugging is assumed throughout this
paper. However, C; follows the binomial distribution

having the following probability mass function:

Pe{C) =i} = (’

(2

_)ai()l" (1=0,1,2, ..., 0), (4

where (') = 11/[(l — i)!i!] denotes the binomial coeffi-
cient.

Accordingly, the instantaneous software availability
after the completion of the [-th debugging activity is
given by
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)= Pr{C, =i} A1), (
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Fig.2 Sample behavior of the system and event
{Iw,(t) = 1}.

which represents the probability that the system is
operating at the time point ¢ when there exist m users
in the system, provided the [-th debugging activity
was complete at time point ¢ = 0. Furthermore, the
average software availability after the completion of
the I-th debugging activity is given by

Ago(t;m,l) / A(z;m,l)d (6)
which represents the expected proportion of the sys-
tem’s operating time to the time interval (0, t] when
there exist m users in the system, provided the [-th
debugging activity was complete at time point ¢ = 0.
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